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1.	Introduction 
For quite some time, probably more than a year, we have been debating in SA2 and RAN2 what NSSAI value to include in the RRC Connection Establishment msg5 for the specific case of the service request triggered connection establishment. Various opinions have emerged and some merits can be identified in some comments on all sides.

At SA2#128bis a show of hands took place among two alternative proposals:
Proposal 1:
S2-188979 23.501 CR0570: Network controlled NSSAI for SR-related Access Stratum connection establishment
S2-188980 23.502 CR0656: Network controlled NSSAI for SR-related Access Stratum connection establishment
Proposal 2:
S2-187825 23.501 CR0358R3: Requested NSSAI in access stratum
S2-188842 23.502 CR0725 Requested NSSAI in access stratum
The second proposal took as input a sentence (yellow highlighted) of a LS from RAN2 ( S2-187655 LS from RAN WG2: Reply LS on inclusion of NSSAI in RRC connection establishment procedure) which should have been read in a context of general openness of RAN2 to accept the inclusion of NSSAI in RRC msg 5 for SR if SA2 found reasons to do so. However the only quoted text was the excerpt highlighted in yellow where they were saying:
1) For the question whether providing the Requested NSSAI to RAN in the RRC establishment procedure, RAN2 observed that the information could be used for transport network prioritisation. However, the referred AMF overload situations were considered to be SA2 responsibility, hence RAN2 did not see any need for RAN to have the slice information in the case of connection establishment triggered by Service Request. 
· At the same time it has to be noted that there is also no protocol impact on RAN 2 interface as RRC establishment procedure is agnostic to the NAS message it carries (e.g. Service Request).


If we more carefully analyse what RAN 2 said:
a) There is no protocol impact in the event SA2 would like to include NSSAI in SR related RRC Connection Establishment, as they TS 36.331 supports NSSAI inclusion in any RRC Connection Establishment SA2 think it is needed for (green highlighted)
b) Through the “hence“ purple highlighted in the text it seems the root the cause of the yellow text is the fact the question we asked looked to RAN2 as related to the single case of AMF overload control, which they think it is in our remit to study!

However, in their TS 38.300 we can see a different picture:
Here is what the RAN 38.300 spec says:
	“RAN awareness of slices
-     NG-RAN supports a differentiated handling of traffic for different network slices which have been pre-configured. How NG-RAN supports the slice enabling in terms of NG-RAN functions (i.e. the set of network functions that comprise each slice) is implementation dependent.
Resource management between slices
-     NG-RAN supports policy enforcement between slices as per service level agreements. It should be possible for a single NG-RAN node to support multiple slices. The NG-RAN should be free to apply the best RRM policy for the SLA in place to each supported slice.
Resource isolation between slices
-     the NG-RAN supports resource isolation between slices. NG-RAN resource isolation may be achieved by means of RRM policies and protection mechanisms that should avoid that shortage of shared resources in one slice breaks the service level agreement for another slice. It should be possible to fully dedicate NG-RAN resources to a certain slice. How NG-RAN supports resource isolation is implementation dependent.

Slice Availability
-     Some slices may be available only in part of the network. The NG-RAN supported S-NSSAI(s) is configured by OAM. Awareness in the NG-RAN of the slices supported in the cells of its neighbours may be beneficial for inter-frequency mobility in connected mode. It is assumed that the slice availability does not change within the UE's registration area.
-     The NG-RAN and the 5GC are responsible to handle a service request for a slice that may or may not be available in a given area. Admission or rejection of access to a slice may depend by factors such as support for the slice, availability of resources, support of the requested service by NG-RAN.
Validation of the UE rights to access a network slice
-     It is the responsibility of the 5GC to validate that the UE has the rights to access a network slice.  Prior to receiving the Initial Context Setup Request message, the NG-RAN may be allowed to apply some provisional/local policies, based on awareness of which slice the UE is requesting access to. During the initial context setup, the NG-RAN is informed of the slice for which resources are being requested.



Therefore, we conclude:
OBSERVATION 1: The RAN can implement operator defined slice-aware isolation, resource management and control-plane admission at service request, which are operator specific, and can apply even before the CN is contacted, based on AWARENESS of the slices the US is requesting access to.
OBSERVATION 2: The only way the RAN can be aware of what slices the UE is requesting to access is if the UE includes NSSAI in RRC Connection Establishment msg5.
OBSERVATION 3: The Slice-aware AMF overload control procedure supported in 23.501 benefits (i.e. re1quires) that the UE includes NSSAI to enable policies which rely on the release of connections that are related to slices that are subject to overload control. So, from SA2 standpoint we do have a requirement as already documented in TS 23.501
Therefore, we propose again that the proposal that got most support at the last meeting (i.e. operator-controlled inclusion of NSSAI in RRC connection establishment for SR-related connections), and approve the related CRs in S2-18xxxxx and S2-18yyyyy which were already considered at the last meeting
The way forward proposed in the CR set that got the least support at the last meeting would lead to removal of features and RAN slicing capabilities the current TSs in 38.300 and TS 23.501/2 support, so the supporting companies do not recommend this is the way forward.

2. 	Further background on operator controlled NSSAI inclusion in Access Stratum connection establishment
The main crux of the debate has been whether it is more meaningful to include all the S-NSSAIs of the allowed NSSAI  in the NSSAI information in the RRC connection establishment msg5 or just those of the Slice(s) that is (are) triggering the Service request. Note that a service request may reactivate all the PDU sessions in one go or just a selected few or just one, for example, or the SR may be related to MT signalling or data so it is not clear what S-NSSAI triggers the SR (so all allowed slices S-NSSAIs should be in principle potential target of the MT signalling or data).
The RAN may use the received NSSAI information in RRC msg5 to trigger some initial access policies ahead of contacting the core network. The benefit of including the full Allowed NSSAI or a subset of it (which is the set of the Slices triggering the SR) in the RRC Connection Establishment msg 5, is predicated on the PLMN having configured such polices in the RAN. A PLMN may choose to not configure such policies. A PLMN may also decide to configure these in certain areas of the network but not others. Also, some operators may be just happy to consider the slices that are immediately used by the UE for the initial access policies, and defer any subsequent treatment to the received Allowed NSSAI from the CN.
It is therefore proposed that a PLMN can instruct the UE on which behaviour to adopt in the Registration Accept Message (note that the UE is expected to include a Requested NSSAI in the registration request anyhow so we do not discuss here the behaviour for Registration messages) by including an indication as to whether the UE shall include in the Access Stratum Connection Establishment caused by a Service Request:
a)	NSSAI set to the Allowed NSSAI for the UE; or
b)	NSSAI including the S-NSSAI(s) of the Network Slice(s) that trigger the Connection Establishment; or
c)	No NSSAI.
The indication is based on the policies implemented in the (R)AN nodes in the Registration area: if at least some (R)AN node in the Registration area requires to know all the NSSAIs in the Allowed NSSAI, mode a) applies, otherwise mode b) applies unless no Initial Access policy is deployed in the RAN in the RA, in which case mode c) applies. 
3.	Proposal
It is proposed that the way forward Proposal 1) discussed above is adopted and the related CRs are approved.
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